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with the rapid exPa”S.iO" and use of E-commerce, privacy has become an ongoing and increasing
concern fc?r th.e users, providers, technologist as well as the policy makers. While it is difficult to complete
3 transactl'on ln.e-co'mme,-ce by a user without providing private information, protecting that information
from PfOlffEFat"‘g lS.another difficult issue for the providers, technologist and the policy makers,
PSYCh°_|°8'Ca”V. users’ of e-commerce are unwilling to provide private information or even to browse
online if they believe their privacy is not protected. Fortunately, there are technologies as well as policies
arein effect, as well as are in development stages to help protect privacy at current and in future. TRUSTe,
BBBonII.ne and WebTrust are some of the companies providing services for standardized privacy
pTOteCt_'on technology and policy. However, there is a need to know more about the range of privacy
issues in order to build usable and effective mechanisms for those companies and other privacy

protECtIOT\.tECh‘nologms and policies. This paper presents previous, existing and future privacy issues and
their solutions in respect of e-commerce.

The word “Privacy” could be described as the right to be left alone, or the right to exercise control
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over one’s personal information, or a set of conditions necessary to protect dignity and autonomy of an
individual.

In its simplest sense “commerce” is an act of trade between two parties where exchange is negotiated
on a set of conditions and satisfaction of both parties, upon development of trust between the parties.
And the “E-Commerce” is doing the same by using an online system available through the computer
systems and public networks i.e., the internet.

The Privacy in E-=Commerce means the protection of privacy of the parties involved in trading through
e-commerce.

People are now in age of e-commerce. The means of trading are rapidly changing from "traditional” to
“e-.commerce”. While doing trading in e-commerce people are disclosing their personal information and
those information are being proliferated and reaching to the hand of undesirable parties and thereby
increasing concern about privacy. There is news every day about the potential privacy violation on the Net
as well as in e-commerce. Numerous surveys conducted over the past decades around the world have
found consistently high levels of concern about privz.acy in e-commerce. A Harris Poll desinged by Privacy
and American Business and sponsored by Microsoft in June 2004 surveyed 2,136 aduits online and found
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